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1. INTRODUCAO

Nos termos da Instrugdo CVM n° 21 de 25/02/2021 em seu Artigo 27, bem como Codigo ANBIMA
de Regulacdo e Melhores Préticas para Administracdo de Recursos de Terceiros, a Gestora,

MARR Gestdo de Recursos adota as regras e os procedimentos relativos a segregacdo de
atividades de que possam gerar conflitos de interesse descritos no decorrer desta Politica.

2. APLICABILIDADE

Esta Politica é aplichvel a todos os soOcios, diretores parceiros e colaboradores,
independentemente do nivel hierarquico.

3. ATIVIDADES DESENVOLVIDAS

A MARR Gestédo de Recursos (“MARR”) atua exclusivamente na administracdo de carteiras de
valores mobiliarios, na categoria de Gestdo de recursos de terceiros e na Distribuicdo de cotas
dos fundos de investimento préprios, ndo prestando, portanto, quaisquer outros Servicos no
mercado de capitais.

4. SEGREGACAO FISICA
Diante do supracitado, a MARR adota as seguintes regras:

O acesso de visitantes que néo fazem parte do quadro de Colaboradores da MARR é restrito a
recepcdo e as salas de reunido, exceto prévio conhecimento e autorizacdo pela Administracdo da
MARR, e desde que acompanhadas de Colaboradores da MARR, mediante identificagdo do
visitante, com os registros através de foto e identificacdo de documentos. O atendimento aos
clientes nas dependéncias da MARR deve ocorrer, obrigatoriamente, nas salas destinadas para
reunides e visitas.

N&o é permitida a circulagdo de Colaboradores em areas que ndo sejam destinadas ao respectivo
Colaborador.

Para as atividades de Gestao de recursos da MARR, existe uma area exclusiva, sendo a mesma,
fisicamente segregada das demais areas da Infinit. Inclusive, o acesso € restrito aos
colaboradores integrantes da area, que somente podem acessa-la, por meio de crachas com
controle eletrbnico de acesso nas portas, visando garantir que ndo exista circulacdo de

informagBes que possam gerar conflito de interesses.

Quanto as atividades relacionadas a distribuicdo de cotas dos fundos geridos, as mesmas também
sdo totalmente segregadas das atividades de gestdo, sendo seu acesso restrito aos
colaboradores integrantes da area, por meio de crachads com controle eletrdnico de acesso nas
portas, visando garantir que ndo exista circulacdo de informac8es que possam gerar conflito de
interesses.

O acesso as instalacbes é sempre controlado por meio com sistema de controle de acesso
interno, que segrega o0 acesso a cada departamento, sempre identificando e registrando os
acessos, com informacdes sobre o Colaborador, local, data e horario de acesso.

As areas internas da MARR sdao totalmente segregadas, com acessos biométricos e cameras de
vigilancia. A MARR possui procedimentos de chinese wall caso outras atividades venham a ser
desenvolvidas, garantindo a total segrega¢édo em relacéo a atividade de gestdo de carteiras, tanto
nos espacos fisicos como nos sistemas eletrdnicos adotados.

Toda a Administracdo, Escrituracdo e Custddia dos fundos sdo realizadas por Instituicbes




Financeiras contratadas pelos mesmos para tais fins, de forma a evitar conflito de interesses nas
atividades desenvolvidas.

No ambito da prestacdo de servicos externos, os Colaboradores devem observar, ainda, as
rotinas e procedimentos que tratam da confidencialidade das informacfes e sua seguranca.

5. DEMAIS EQUIPES

Dentre as demais equipes designadas internamente pela MARR, destacam-se quatro equipes que
sdo responsaveis pelo suporte das atividades prestadas pelas demais: tecnologia da informacao,
infraestrutura, expedicao e servigcos gerais.

As equipes de expedicdo e servigos gerais também prestam suporte as demais entidades do
grupo da MARR. Vale ressaltar que o compartilhamento dessas equipes néo configura um conflito
de interesses, uma vez que se trata de servicos de suporte ndo relacionados diretamente as
atividades principais desenvolvidas pela MARR de gestéo de fundos de investimento.

Adicionalmente, os arquivos da rede possuem segregagdo por diretorios, de forma que os
membros destas equipes ndo possuem acesso aos arquivos relacionados a atividade de gestédo e
demais préticas e controles internos da MARR.

Para maiores informagBes sobre as praticas, rotinas e procedimentos adotados em relagdo a
seguranca da informacdo, veja a Politica de Seguranca da Informacéo e Cibernética publicada na
Intranet e Internet da MARR.

Quanto ao Compliance e a area de Riscos, ambas sédo segregadas das demais areas da MARR,
possuindo independéncia na execucado de suas atividades, inclusive quanto aos acessos fisicos e
sistémicos.

6. SEGREGACAO ELETRONICA

A MARR segrega operacionalmente as atividades areas a partir de equipamentos como:
computador e telefone de uso exclusivo por cada colaborador, de modo a evitar o
compartilhamento do mesmo equipamento e/ou a visualizagcdo de informacdes de outro
Colaborador. Ademais, ndo deve existir compartihamento de equipamentos entre o0s
Colaboradores da area de administracdo de recursos e os demais colaboradores. Ainda, existe
uma impressora destinada exclusivamente a utilizacdo da area de administracéo de recursos.

A area de Seguranca das informac¢fes conta com o bloqueio de portas USB e dos gravadoresde
midia em todos os computadores, segregando as informacfes através de estrutura apartada de
diretérios, onde cada Colaborador acessa somente as informagdes das respectivas equipes a que
pertencem. O acesso se da via login e senha individual a um diretério exclusivo, cujas
informacdes e conteudo disponivel levam em consideracdo a atividade, nivel hierarquico e
departamento. Desta forma cada Colaborador sé tem acesso aos sistemas e informacdes
previamente autorizados pelos diretores da MARR.

Adicionalmente, o provedor de e-mail da MARR utilizado e a solugcdo Microsoft Exchange Online,
solucdo escalavel e segura. Desta forma, todos os e-mails enviados pelo dominio da MARR
seguem criptografados até o seu destinatario, evitando possiveis perdas ou furto deinformacoes.

A senha de acesso € uma das ferramentas disponiveis para garantir a integridade e a
confidencialidade dos dados da MARR, evitando eventual uso indevido. Para outros aplicativos
adotados pela MARR, tais como os Sistemas DMA e Market Datas, dentre outros, a senha
individual serve para garantir a disponibilidade do sistema a seu usuario legitimo e seu uso por um
Unico Colaborador, evitando que a conex&o em uso seja desconectada.




Para as medidas acima descritas sejam efetivas, é fundamental que a senha associada ao login
individual seja criada pelo préoprio Colaborador, com caracteres alfanuméricos e com no minimo
seis digitos. Tal login e senha séo de uso pessoal e intransferivel, dando acesso exclusivo ao
Colaborador aos sistemas da MARR. Este vinculo garante que o respectivo login seja utilizado
somente por um Unico colaborador, ndo sendo possivel a criagdo do mesmo login para
Colaboradores distintos.

Todos os Colaboradores séo orientados, inclusive através de normas internas, a desligarem seus
equipamentos no final do dia, fazendo logoff de todos os sistemas, bem como a manter
documentos fisicos trancados. Qualquer documento mantido sobre a mesa dos Colaboradores ao
final do dia € recolhido para guarda e devolugéo no dia Gtil seguinte.

Como forma de minimizar o risco de roubo de informacg8es ou contaminagdes dos sistemas, ndo é
permitida ou utilizada qualquer forma de acesso externo ou conexao com o0s servidoresinternos da
MARR. A MARR adota, ainda, solugédo de Firewall de rede, antivirus Kaspersky e monitoramento
da rede e do trafego de dados, além de controlar eventuais instalacdes de sistemas ou softwares
nao autorizados, considerando que a MARR disponibiliza a todos os Colaboradores equipamentos
e softwares licenciados, acesso a internet, bem como materiais e suporte necessario, com o
exclusivo objetivo de possibilitar a execucdo de todas as atividades inerentes aos negdécios da
MARR.

7. SEGREGAS;AO EM RE'LAC,AO AS DEMAIS EMPRESAS NAS QUAIS OSSOCIOS TENHAM
PARTICIPACAO SOCIETARIA

Os socios e diretores da MARR poderédo deter participagdes societarias em outros negocios.

Nesse sentido, com o intuito de segregar a atividade de gestdo de recursos e evitar qualquer
compartilhamento de informacdo, a MARR Gestdo de Recursos determina que os soOcios que
possuam participacao societaria em outras empresas atuantes no mercadofinanceiro e de capitais
ndo poderdo ter atuacdo funcional em tal empresa, devendo figurar apenas como soécios de
capital.

8. SISTEMA DE CONTROLES INTERNOS

A Diretoria de Riscos e Compliance, mantém disponivel, para todos os Colaboradores, todas as
Politicas publicadas na Intranet. As mesmas devem ser sempre respeitadas, inclusive, com
formalizagdo dentro do Sistema de Controles Internos — SCO. O referido sistema auxilia no
cumprimento da regulacdo e autorregulagdo em vigor. O mesmo esta sob responsabilidade da
area de Controles Internos — Compliance, que cria 0s monitoramentos, acompanha as respostas
registradas pelos colaboradores da primeira e segunda linha de defesa, por meio dos relatérios
extraidos: do sistema, de controles, monitoramentos, colaboradores, entre outros. Os pontos de
monitoramentos existentes sdo baseados no mapeamento das atividades realizadas, nas Politicas
e normativas vigentes e contemplam controles de:

e Independéncia nas Atividades de Riscos
e Trilha de Auditoria

e TI - Sistema de Arquivamento

e Termo de Confidencialidade

e Conflito de Interesses

e Conflito de Interesses - Linhas de Defesa

e Leitura das Politicas Atualizadas na Intranet




e Existéncia de canais de comunicac¢do que assegurem aos Colaboradores, segundo o
correspondente nivel de atuacdo, o acesso a confiaveis, tempestivas e compreensiveis
informacdes consideradas relevantes para suas tarefas e responsabilidades

Caso qualquer Colaborador identificar situacdes que possam configurar como passiveis de conflito
de interesse, deverd submeter imediatamente sua ocorréncia para analise do Diretor de Riscos e
Compliance.

9. REVISAO DESTA POLITICA

O Diretor de Compliance devera realizar uma revisdo da politica da seguranca e sigilo da
informacé&o a cada 12 (doze) meses, no minimo, para avaliar a eficacia da sua implantacao.

A finalidade de tal revisdo serd assegurar que os dispositivos aqui previstos permanecam
consistentes comas operacdes comerciais da MARR e acontecimentos regulatérios relevantes.




